


 

 

 

 

Baldwin Nashville Telephone Company (hereinafter referred to as “Company”) 
Certification of CPNI Filing 
 

1. Company does not use CPNI for marketing purposes. 
 

2. Company personnel are trained as to what information is classified as CPNI and do not use CPNI  
for marketing purposes. 
 

3. Company and its employees carefully preserve the confidentiality of CPNI. 
 

4. Company prohibits releasing call detail information or private information to customers during 
customer-imitated telephone contact except when the customer provides a password.  If a 
customer does not provide a password, we prohibit the release of call detail information except by 
sending it to an address of record or by the Company personnel calling the customer at the 
telephone of record.  We also require our staff to provide CPNI to customers based on in-store 
contact with valid photo ID. 
 

5. Company requires its personnel to notify the customer immediately when a password, customer 
response to a back-up means of authentication for lost or forgotten passwords, online account, or 
address of record is created or changed. 
 

6. Company extended the application of the CPNI rules to VoIP customers. 
 

7. Company has implemented appropriate safeguard policies for CPNI and has documented them in 
the Company’s procedures for training personnel. 
 

8. Company is submitting the CPNI Compliance Certificate in response to the Public Notice issued 
by the FCC on January 28, 2008, in DA-08-171 pursuant to 47 C.F.R. § 64.2009(e), EB Docket 
No. 06-36. 


